Rational Purify User Guide

1 Open

1.1 Click Start > Programs > Rational Software > Rational Purify.
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2 Testing an EXE file.

2.1 Click File > Run.
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2.2 Click the -l button next to the Program name text field and
select the EXE file that will be tested. The EXE in this example
is “C:\Documents and Settings\dnc1772\Desktop\leaks.exe”

2.3 Click the =l button next to the Working directory text field and
select the directory the EXE file resides in. The working

directory in this example is “C:\Documents and
Settings\dnc1772\Desktop”

Program name:
IE:HDDcuments and Settingzhdnc] FF2ADeskiophleaks. exe j |
Command-line arguments;
Cancel |
Il j Sett
ettings... |
Working directony; 2o
IE:'\DDcuments and Settingshdncl 7724Deskiop j | Help |
— Collect:
' Eraor and leak data " Coverage, enar, and leak data = Memary profiing data

Detect memony erore and leaks in natively compiled CAC++ applicationz.

—ze settings fram IMI file:
¥ | Compute automatically

| 5

[ Bun under the debugger [~ Pausze console after exit




2.4 Click Run.

!Ratinnal Purify - [Data Browser - Error ¥
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= C:\Dacuments and Settingshdnc] 7724
) Run @ 08/19/2005 09:55:28 <no

| I — 17|

#-4® Starting Purify'd C:.“Documents and Settings“dncl?72~Desktopslesks.exe at 0819-2005 09:55.24
o Starting main

El 0 FIM: Freeing inwalid memory in fres {1 occurrence}l

Address 0x00403000 point=s into a section in the executable

Location of free attempt

free [C:~WINDOWS sy=ten32~MSVCRT .dll]

77 [C:~Documents and Settings~dncl??2~Desktop~leaks.exe ip=0xz004012F0]
77 [C:~Documents and Settings~dncl??2~Desktop~leaks.exe ip=0xz004011E7]
777 [C:~Document=s and Settings“dncl??2~Desktop-leaks.exe ip=0=00401238]
777 [C:~Document=s and Settings“dncl??2~Desktop-leaks.exe ip=0=00406055]

2 FIM: Freeing invalid memory in free {1 occurrence}
Address 0x00403000 points into a section in the executable

=] Location of free attempt
free [C:~WINDOWS sy=ten32~MSVCRT .dll]
77 [C:~Documents and Settings~dncl?7?2~Desktop~leaks.exe ip=0xz004012FEB]
77 [C:~Documents and Settings~dncl??2~Desktop~leaks.exe ip=0xz004011E7]
797 [C:~Documents and Settings~dncl??2~Desktop~leaks.exe ip=0xz00401238]
Y [C:~Documents and Settings~dncl??2~Desktoprleaks. exe ip=0=x0040605%]

[=E & Summary of all nenory leaks... {100 byte=s, 2 blocks}
¥ MIK. Memory leak of 50 bytes from 1 block allocated in C:“Documents and Settingshdncl?72-1
Distribution of leaked blocks

El Allocation location
- nalloc [CAWIHNDOWS systend2~MSYCRT .d11]
7 [C:~Docunents and Settings~dncl?72-Desktop~leaks.exze ip=0x004012D5]
7 [C:»Docunents and Settings~dncl?72-Desktop~leaks.exze ip=0x004011E7]
prepes [C:~Documnents and Settings~dncl?72%Desktop~leaks.exze ip=0x00401238]
prepes [C:~Docunents and Settings~dncl?72%Desktop~leaks.exze ip=0x00406059]

E& MLE: Memory leak of 50 bytes from 1 block allocated in C:“Documents and Settingsdncl?772-
~— Distribution of leaked blocks
Allocation location

nalloc [C:~WINDOWSSsy=stem32~HSVCRT .d11]

277 [C:~Docunents and Settingssdncl?72%Desktopslesks. sse ip=0x004012C6]
7 [C:»Docunents and Settings~dncl?72-Desktop~leaks.exze ip=0x004011E7]
PaAad: [C:»Docunents and Settings~dncl?72-Desktop~leaks.exze ip=0x00401238]
ot [C:»Documnents and Settings~dncl?72Desktopleaks.eze ip=0x00406059]

= (’ Exlt1ng with code 0 (0x00000000%
i Process timne: 250 milliseconds
- {® Program terminated at 08-13-2005 09.55:28

i | |

Ready

Note: Rational Pu

Displayed Errars: 2 of 2 Displayed Warnings: 2 of 3 Bytes leaked: 100+0
UM

rify found two memory leaks in the program.



2.5 Click File > Run.

2.6 Under Collect: Select the “Coverage, error, and leak data” radio
button.

21

Program name:

*

II:: WDocuments and Settingshdnc] FF2NDeskiophleaks. exe

1l

L

Command-line arguments;

Working directony;

IE:'\DDcuments and Settingzhdnc] 77250 eskiop j | Help |

— Collect:

Cancel

L

Settings...

£ Enor and leak data ¥ Coverage, enar, and leak data = Memary profiing data

Collect code coverage infarmation as well ag detect memary errars and leaks in hatively compiled
C/C++ applications.

—ze settings fram IMI file:
¥ | Compute automatically

| 5

[ Bun under the debugger [~ Pausze console after exit




2.7 Click Run.

ational Purify - [Data Brows: urify'd leaks.exe]

@Fi\e Edit Wiew Settings ‘Window Help
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) Run @ 08/22/2005 121457 <na
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0x00403000 points into & section in the executable

= Location of free attempt

[C:SWINDOWS sy=tem32~MSVCRT dll1]

[C:~Documents and Settings~dncl?7?2-Desktop-leaks.
[C:~Documents and Settings~dncl?72~Desktop-leaks.
[C:~Documents and Settings~dncl?72~Desktop-leaks.
[C:~Documents and Settings~dncl?7?2~Desktop~leaks.
- () FIM: Freeing inwalid memory in free {1 occurrence}

[=E és Summary of all nemory leaks... {100 byte=s, 2 blocks}

- éB HIE. Hemory lealk of 50 bytes from 1 block allocated in C:“Documents
Distribution of leaked blocks

50 bytes from 1 block of 50 bytes (0x019=55c0)

El Allocation location
nalloc [CWIHDOWS system32~MSVCRT .d11]
77 [C:~Docunents and Settings~dncl??2-Desktopleaks.
177 [C:»Docunents and Settings~dncl??2~Desktopleaks.
e [C:~Docunents and Settings~dncl??2~Desktop~leaks.
77

[C: ~Documents and Settings~dncl??2~Desktop~leaks.
E éB HIE: Hemory leak of 50 bytes from 1 block allocated in C:“Documents and Settingstdncl?7:
Distribution of leaked blocks

50 bytes from 1 block of 50 bytes (0x019=5560)

El Allocation location
nalloc [CAUIHDOWS systenmd2~MSYCRT . d11]
77 [C:~Docunents and Settings~dncl??2-Desktopleaks.
77 [C:~Docunents and Settings~dncl??2-Desktopleaks.
e [C:~Docunents and Settings~dncl??2~Desktop~leaks.
77

[C:~Docunents and Settings~dncl??2~Desktop~leaks.
=y Ex1t1ng with code 0 (0x00000000)

time: 440 millizeconds

- " Starting Purifvy'd C:~Documents and Settings dncl?72~Desktop~leaks.exe at
4% Starting main
=P FIK: Freeing invalid memory in free {1 occurrence}

exe
exe
exe
exe

and Settingshdncl?7:

exe ip=0=004012D5]
exe ip=0=004011E7]
exe ip=0z00401238]
exe ip=0=00406059]

exe ip=0=004012C6]
exe ip=0=004011E7]
exe ip=0=00401238]
exe ip=0=00406059]

08-22-2005 12:14:

ip=0=004012F0]
ip=0=004011E7]
ip=0=00401238]
ip=0=00406059]

5

|Displayed Errors: 2 of 2

Ready

Note: Rational Purify found two memory leaks in the program.

Displayed Warnings: 2 of 3 Bytes leaked: 100+0
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